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[ntroduction and backgra und

JIACC looking for a solution to provide a proactive and more responsive system to infrastructure

management.

This tender covers all the works Regarding SUPPLY & Network Performance Monitor System as

per JIACC technical specifications.

We would ideally be looking for a Five years contract to ensure that pricing is predictable for the

coming years and to maximize the work put into moving to the proposed solution.

Vendor need to provide response to requirements listed below and any other solutions if

recommended

TECHNICAL SPECIFICATION :

1-Look and Feel

1.1 | The system console should be web based.

1.2 | The system must have a customizable interface
to meet the needs of the user/group (i.e. the
ability to create different views based on

login/profile).

1.3 | The system must provide a centralized
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management console with dashboard.

1.4 | The system must provide the ability to customise
the dashboard screen for each profile, showing
as much relevant information as possible on one

screen.

1.5 | The system must provide the ability to enforce
security based on user login (i.e. some user
profiles will have the ability to make
configuration changes, run particular reports,

etc).

- Z.Ha_rd.\;?are & Network Momtormg

2.1 | The system should provide a geographical map
showing the location of key devices with the

ability to drill down (e.g. rack view).

2.2 | The system must provide a view of the health of
the entire network on one central screen
enabhng

support staff to determine whether the network
is handling the volume of traffic without

impacting levels of service.

2.3 | The system must be able to monitor/integrate

with data center environmental appliances .

2.4 | The system must support SNMP versions 1, 2
and 3.

2.5 | The system must provide the ability to set alert
thresholds (for CPU, memory, disk space,

services) on each device individually.

2.6 | The system must provide the ability to profile
device — i.e. performance profiler which would
analyze a system over time to determine what
the

normal characteristics of that system are.

Page 3 0of 13




2.7

The system must be able to establish parent-
child

relationships between devices

2.8

The system must be able to monitor hardware
utilization of all hardware regardless of the

vendor.

2.9

The system must be able to monitor the status of

all network equipment.

2.10

The system must be able to provide real-time and

historic network statistics

2.1

The system should be able to monitor the
number
of connections (Physical and logical ) to the

network at any given time.

212

The system must be able to monitor wireless

networks.

213

analyzes and reports about network bandwidth is

being used for and by whom

§_3. OS Mpniggring Requirements -

3.1

The system must be able to monitor Unix, Linux,
Windows (NT 4.0, 2000, 2003, 2008) servers,

daemons and services.

3.2

The system must be able to monitor disk space

on all Unix, Linux and Windows servers.

3.3

The system must be able to monitor virtual

infrastructure.

4.Security

4.1

The system must provide a security monitoring
module as part of the base monitoring solution

or

Page 4 of 13




as a module which can be added on ar a later

stage .

5. Alerts Requirements

51

The system must be able to send alerts about all
monitored devices or services via email,
Or SMS with the ability to customize the

message format.

5.2

The system should be capable of initiating auto

scripts. (i.e., automatically run ning a scripted fix

upon detection of a known problem)

5.3

The system should provide conditional alerting.
For example, a threshold is reached, an alertis
sent, a predefined time period passes or criteria
is evaluated and only then does the alert get sent

to the next recipient on the escalation list.

54

Based on what alert has been triggered, the
system, once configured, should be able to
automatically give resolution information to the

operator. Actions required could be predefined

5.5

The system should be capable of initiating auto

scripts. (i.e., automatically running a scripted fix

upon detection of a known problem)

6. Reporting

6.1

The system must be able to perform reporting
on any data collected, both historic and real-time

data.

6.2

The system must provide the ability to create
custom reports (e.g. capacity trend,

availability, SLA reporting, etc.).

6.3

The system must provide the ability to J

schedule reports and automate delivery of

reports. Reports must be able to be published
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automatically to e-mail, web pageandora

portal server.

Should allow reports to be sent out on schedule

6.4 Reports must be able to be exported into
multiple formats (PDF, XML, HTML)
6.5

as daily, waekly, monthly reports .

7.Génefél Réﬁuil':'eei'nen_ﬂifs

7.1 | The system must be able to operate securely

across the environment.

7.2 | The proposed monitoring solution should be able
to monitor:
(a) Application services (b) OS performance (c)

Hardware

7.3 | Should have options for user experience
monitoring for various applications and services
like HTTP, FTP, DHCP, DNS, SQL Server, Oracle,
etc. to find out issues even before users notice
them (to be added on ar a larer

stage.)

7.4 | Solution must be scalable

7.5 | Solution should be able to monitor:
(a) Routers (b) Switches (c) Firewalls (d) Wireless
devices (e) Servers (e) Other SNMP-enabled

devices

The system must be able to be installed on a I

7.6 | The system must have a low footprint and impact
on services monitored.
7 I

virtual machine.
7.8 | The licensing for the system must be flexible
(ideally allowing the addition of servers as
L—I required so that the cost is easily calculated as

capacity grows).




7.9 | The systems should provide agentless —‘
| monitoring.
7.10 | The system must have integrated search
capabilities.
7.1 | The system must have regular updates to
improve functionality and or performance of the
application.

- The bidder shall furnish a clause by clause compliance for each clause / sub-clause of this
specification. The bidder shall provide technical description in detail for each compliance
statement. The clauses which need description / figures must be provided otherwise bid
will be considered non compliant.

a. “Fully compliant”, if the units offered fully meet the tender requirement.

b. “Partially compliant”, if the items and their functions meet the tender requirement
partially, the bidder shall state the reason for partially compliant. However, if the bidder is
able to fulfill the specified requirement later on the time schedule be mentioned in the
other.

c. “Non compliant”, if the items and their functions not meet the requirements, the bidder
shall state the reason for it.

d. In case of unclear statement of compliance for any specified requirement, JIACC will
interpret that particular requirement as “Non compliant”.

The bidder shall include in this proposal the detailed technical information, drawings to
support the compliance to the technical requirements.
//
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e. For every clause, the bidder must mention in the same table the reference of document
(document name / number and page number) where evidence has been provided in

support of the clause.

Clause /Sub Clause # | Compliance statement | Reference (Document | Remarks (if any)

(C/PC/NC)* & Page #)
L C for Complaint
PC for Partially compliant
NC for Not compliant

Evaluation of bidders:

JIACC shall form an evaluation committee who shall score the bids as per the guidance below. The
total technical evaluation would comprise of 100 marks with the following breakup:

a. Bidders Experience (20 marks)
b. Proof of Concept (POC) /Demo(30 marks)

c. Technical specification (50 marks)

Technical scoring criteria

Marks

1. Technical Score

Each Requirement will have a technical Score. The maximum sum of all the technical scores is equal
to 100. A Solution must score minimum 60 marks to be technical qualified and to be considered for

Pricing evaluation. The score achieved by a solution will be called Technical Score (TS)
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1.1 Bidder’s Experience ( Max 20 marks)

* The bidder should have implemented the
proposed Network Monitoring solution withat | «=1 Customer =2
least 3 (three) government organization during | *=2 Customer =6
the last 5(five) years from the Tender closing *>=3 Customers =10

date.

* The bidder should have implemented the
proposed Network Monitoring solution withat | ¢Yes=5

least 1 (One) Enterprise organization.

* The bidder should have experience for five

years in same project field . *Yes=5

1.2 Proof of Concept of the solution (Max 30 marks)

1.3 Technical Specifications / Requirement ( Max 50 Marks)

Each Technical specification has been assigned with a score that is the maximum achievable

- Any specification has a score of 2 points for full compliance

- Any specification has a score of 1 point for Partially compliance

- Non-compliance specifications has a negative scoring of 3 points

® Note : All the Technical score points will be added and normalized on the base of (50)

- TheBidder price evaluation is done only for those bids which are responsive and have a

Technical score of 60 marks at least.
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- Evaluation of Price Bids will be based on the relative competitiveness of the bids based on

Total Cost of Ownership (TCO) of the solution to JIACC .

- Following will be the logic of TCOmod through financial bid will be evaluated for relative

competitiveness:

1. Bidder scoring 60 — 69 in Technical score — TCO will be scaled up by 1.4 times (TCOmod =

Original TCO*1.4)
2. Bidder scoring 70 — 79 in Technical score — TCO will be scaled up by 1.2 times (TCOmod =

Original TCO*1.2)
3. Bidder scoring 80 — 100 in technical score — TCO will be scaled up by 1.0 times (TCOmod =

Original TCO)

Warranty :

®  One Year free full system Warranty and support .

® the bidder must provide the yearly Warranty and support cost for full system

Software Licenses:

For the software all vendors must :

® Declare licenses Renewal and Support Cost after the one year Clearly .(Will be used for

comparison purpose).(Minimum for five years )

® |nitial required license is for monitoring 15 servers and 10 network interfaces .
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Training Conditions:

® Sufficient onsite training shall be provided during and after the development phases of

the Solution .

Special Conditions :

Page110f13 7/ ‘

Bidders are to mark either the Comply, Partially comply sNot Comply . Comply indicates
the bidder understands and agrees to comply fully.

Bids shall remain valid & open for acceptance for a period of 120 days from the date of
opening of the Bid.

Prices shall be quoted in Jordan Dinar Only including sales Tax.

The successful bidder must deliver solution within 4 weeks .

The Bidder must provide solution Prices in both models (Licensing Model and

Subscription Model)

Itis the JIACC intent that the entire installation be completed for the quoted price.
Therefore, any items omitted but reasonably necessary to accomplish the project must be
furnished and installed by the vendor at no additional cost to the JIACC .

Any costs not clearly identified will not be paid by JIACC .

If pricing is impacted based upon the duration of the contract, the difference in price vs.
time (for example, 1yr, 2yr, 3yr, 4yr, 5yr) must be clearly documented. This is to include
applicable maintenance costs.

If the selected Bidder is not successful in installing a fully operational circuit within the
agreed time period, JIACC reserves the right to terminate the contract without penalty
and award the contract to another Vendor.

Bidders shall quote for the entire Scope of Contract with prices for individual items. The
tenderer is required, at his expense, to obtain all the information he may require to enable

him to submit his tender.
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Priorities and Response Time

Priority | Required Response Target Resolution Time
Time
1 4 Hours 1 Business day, Effort in 24/7 Hours
2 1 Business Day 2 Business day ,Effort in Business Hours
3 2 Business Day 3 Business day ,Effort in Business Hours

Priorities will be assigned Based on the following Priorities Definition

Service Situation Priority

® Significant Business Impact

® Significant Loss or degradation of
service : 1

® Needs Immediate Action.

® No Work Around Solution

Moderate Business Impact

® Moderate Loss or degradation of

service but Work can continue. 2
® Needs Moderate Action.

® There is Work Around

Minimum Business Impact
® Business is Substantially
Functioning with Minor or No 3

Impediments of Service

® Needs Normal Attention
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